It appears we have met all the pre-reqs:

Data Security Posture Management for Al

Discover and secure all Al activity in Microsoft Copilot and other Al apps. Keep your data safe and stay on-

Get started

@  Activate Microsoft Purview Audit
@ Install Microsoft Purview browser extension
@ Onboard devices to Microsoft Purview

Protect zensitive data from leaking to other Al apps.

@  Extend your insights for data discovery

Pre-requisite 1: Microsoft Purview Activation:

Evidence that Microsoft Purview Audit is enabled:

1 Audit Search available in Purview:
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2 Audit shows activated here:

Get insights into user interactions with Microsoft Copilot experiences.

Detect risky user activity and get insights into user interactions with other Al apps.

Discover sensitive data in user interactions with other Al apps.
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Activate Microsoft Purview Audit
@ Activated REQUIRED @ 7 minutes to complete

Microsoft Purview Audit is an integrated solution that help organizations effectively
respond to security events, forensic investigations, internal investigations, and
compliance obligations.

Search the audit log in the Microsoft Purview compliance center to monitor user
activity in your organization. You can also trace user activity across emails,
documents, sensitivity labels and much more.

Activating Microsoft Purview Audit is essential to get visibility into user interactions
with Microsoft Copilot.

Learn more about Microsoft Purview Audit

What happens next?
(D It can take up to 24 hours for activity to be detected.

i Your analytics report will start getting populated with data observed in your
organization's Copilot environmeni.

Pre-requisite 2: Purview Extension in Browser:

Evidence that Purview Extension is installed in my Edge:
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Microsoft have also advised that if the extension icon is blue it's enabled. My icon is blue, and displays as
enabled in the 'manage extension' screen
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Pre-requisite 3: Device Onboarding:

Evidence that my device is onboarded to Purview:

1: shows completed here:



Onboard devices to Microsoft Purview
@ Completed REQUIRED @ 1 hour to complete

Onboarding user devices to Microsoft Purview allows activity monitoring and
enforcement of data protection policies when users are interacting with Al apps.

How to onboard Windows and macOS5 devices:
1. Go to Settings in Microsoft Purview
2. Select Onboard Devices
* |f devices are already onboarded to Microsoft Defender for Endpoint, then
your devices will show up in the Managed Devices list and you can set up
device onboarding for Microsoft Purview
* |f devices haven't been onboarded yet, you can download the appropriate
script and deploy it to those devices

Learn more about onboarding devices in Microsoft Purview

2: My device is visible in Purview -> Device Onboarding -> Devices (shown below).
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Pre-req 4: One click data discovery policies:

Created the suggested one click policies:



