
VPN connectivity work-around 
 

1. Click Start  and type ncpa.cpl and press enter 
2. In the Network Connections panel that opens, right click on the 

“CTTCS AlwaysOn VPN” and select Properties 
3. On the CTTCS Always On VPN Properties panel, 

Click on the Security Tab at the top of the window, 
Then click on the Properties button in the Authentication 
section of the lower portion 
 
 
 
 

  
  
  
  
  
  

4. On the Protected EAP Properties window that opens, in the 
section that says “Notifications before connecting”, click the 
drop-down and change the setting to “Tell user if the server’s 
identity can’t be verified” and then press OK 
 
 
 

 
 

5. Click OK on the CTTCS AlwaysOn VPN Properties window. 
6. Close the Network Connections Window 
7. Try connecting your VPN again.  You will receive a warning that 

there isn’t enough info to validate the server.  Because we know 
this is the correct server, you can click connect, and it will 
continue, and connect you.  

 
 
 
 
 
 

8. Until a permanent solution is 
implemented, you will need to 
repeat step 7, each time you 
reconnect. 


